Information Provider’s Publishing Reference Guide

Last updated 04/08/2002

Table of Contents:

1. Introduction

2. Types of Report Objects

3. Publishing a New Report Object

3.1. Publishing of Metadata that’s Common to All RO types

3.2. Manage Groups

3.3. Manage Folders

4. Detailed Information

4.1. Formatted/Frozen Files

4.2. Formatted/Indexed Reports

4.3. Datagroups

4.4. Datagroup Templates

4.5. Pre-Defined Queries

5. Publishing of a New RO as a Copy of an Existing RO

6. Version History

7. Update Metadata for a Production RO

8. Deleting a RO 

9. What Causes a RO to be displayed in the Test Folder vs. a ‘Production’ Folder? 

    (How the metadata synchronization table gets populated and how it’s used by IUIE 

9.1. How does IUIE determine the status of a Report Object (test vs. prod)

9.2. How does the version number get into the metadata synchronization table

9.2.1. Formatted/Frozen Files

9.2.2. Formatted/Indexed Reports

9.2.3. Datagroups

9.2.4. Datagroup Templates

9.2.5. Pre-Defined Queries

1.  Introduction
This document is designed as a reference guide for the Information Providers who publish report objects in the IUIE.  It will be of interest to both the technical and functional experts, who work together to publish report objects in the IUIE.

Unlike the Information Center, where each user is responsible for creating and maintaining their own queries, in the IUIE one report object is created and is available for use to all authorized IUIE users.  All the report objects in the Master Catalog (MC) are visible to all the users.  The report objects the users don’t have access to are grayed out, but the users can click on them and get information (metadata) about the report objects.  
Publishing of metadata in IUIE is two-fold.  On one hand there may be a need for technical expertise and information to be published.  On the other hand the value of the metadata for the Information Consumers (IC) comes from the detail provided at publishing time, meaningful labels and descriptions, and detailed help and instructions.

The DSS team recommends that a functional person works closely with a technical person when they publish a new Report Object (RO) in IUIE.  The technical person is generally the person who writes the code to create the objects.  The functional person knows the data that’s being published very well.  As a result of knowing the data, the functional person may be better positioned to provide more detailed descriptive information about the ROs.
2. Types of Report Objects

The Report Object types that are supported in IUIE are listed  and defined below.
Frozen Report (FILE)

No Row-Level Security

"Vanilla" standard report:

Static Unix file
May be created from operational scheduled and copied to IUIE
May be created in DSS schedule (built from datagroup)
Usually a nicely formatted report
Cannot select subset of data
Tab-delimited Standard Report, displayed as a spreadsheet:

Same as "vanilla" Standard Report, but instead of formatted report (with headers, footers, 
   sub-totals, etc),   data is tab-delimited for easy load into spreadsheet
Cannot select subset of data
Standard Report frozen FILE of type .XLS, .PDF, etc. :

Similar to "vanilla" Standard Report, but output is actually a true spreadsheet or .PDF file for example, 
   to be displayed in Excel or Acrobat, taking advantage of all features of the client tool.
All MIME types are supported
Cannot select subset of data
Indexed report (RV)
Static Unix file
May be created from operational scheduled and copied to IUIE
May be created in DSS schedule (built from datagroup)
Usually a nicely formatted report
Can select subset of data (pages of the report, but not more selective than that), 
   because report has been  indexed on key fields
Useful for very large reports from which the information consumer may only want to see a few pages
Datagroup (GT)

Database object, refreshed in batch schedule

Can select subset of data (rows and columns to be returned)
Can select from only one datagroup at a time
Query executes at request time (simple SQL statement built from parameters entered on screen)
Raw data is returned, best for small result sets, or to load spreadsheet for further analysis…
Supports Row-Level Security

Datagroup Template (GTT)

User makes limited selections
Executed real time
Result is raw data
Can select from only one datagroup at a time
Supports Row-Level Security
 PDQ (Pre-Defined Query) 
Can select subset of data
Query executes at request time (parameters entered on screen passed to complex program (usually SQR))
Parameters may include options for alternative formatting as well as alternate result sets
May join together data from multiple datagroups
Usually a nicely formatted report
Support Row-Level Security
Link (URL)
Document URLs maintained by departments providing information
Some documents may require IU networkid and password authentication

3. Publishing of a New Report Object

To publish a new Report Object, go to Publish in the main menu in IUIE, click on the Publish submenu option, and then choose NEW REPORT OBJECT from the tree on the left side.  You will be asked to fill out the following fields on the Key Information page:

· Technical Name* -- make sure the technical name follows the naming standards in place by working with the DSS staff person in charge of naming conventions. (send email to DSS-REQUEST)

· Version number – provided by the application; field is non-editable 
· Type of Report Object* 

· Display Name* -- the name that will appear listed in the MC

· Publisher*  -- the username of a person who initiates publishing metadata for the RO
· Publisher Group* – the group to which all persons belong who participate in publishing an RO, often associated with an application, subject, or system 
· Application* -- in the case of Frozen Files, this information is used to determine the location of the physical file; in all the other cases the information is needed for statistical purposes

· System* -- in the case of Frozen Files and PDQs, this information is used to determine the location of the physical file; in all the other cases the information is needed for statistical purposes

· Security Type – indicate whether object level or row level security is delivered through the IUIE 
· Refresh Frequency – it will be used for scheduling in a future release
· Publishing Campus* -- used to determine the appropriate data managers

· Publishing Department* -- if your department is not listed please contact us through the IUIE Feedback form
· Data Group Name (required if the RO is a Datagroup Template or PDQ)

· Description – displayed in the MC, in the right frame as a link to the name of the RO

· Detailed Instructions – displayed in the MC, in the right frame. 

*  indicates required information

The usefulness of the report object will be dependant on how much descriptive information the Information Provider (IP) includes in the metadata. The more specific and descriptive the details are, the more likely the IUIE users will understand what the particular RO is useful for, what kind of information they will receive from it, and how to use it effectively for their purpose.

After you save the key information, the new report object will be displayed in the list on the left side.  To continue the publishing of the metadata for the RO click on the report object in the list.

3.1. Publishing of Metadata that’s Common to All RO types

Key Information (see above)

Convert to Indexed File – this function is available only for Formatted/Frozen Files.  Any frozen file can be converted to an indexed file.  The IUIE function will change the type of the RO from ‘FILE’ to ‘RV’. The IP in collaboration with the DSS partner are responsible for changing the batch processes accordingly to support the newly created RV.  For more details on the batch processes for Formatted/Indexed Reports, please see section 9.2.2. below.

Convert to PDQ File – this function is available only for Formatted/Frozen Files.  Any frozen file can be converted to a PDQ.  The IUIE function will change the type of the RO from ‘FILE’ to ‘PDQ’. The IP in collaboration with the DSS partner are responsible for changing the batch processes accordingly to support the newly created PDQ.  For more details on the batch processes for PDQs, please see section 9.2.5. below.

Subject Area(s) – this information is used to determine the data manager who is responsible for the data contained in the report object.  The Subject Areas are defined by the IPs in collaboration with the DSS partner.  If you can’t find the subject area you’re looking for, please contact your DSS partner.
Select Master Catalog Folder(s) – the IP determines the location(s) of the report object in the MC.  Please see section 3.3. Manage Folders below for information about creating folders and subfolders in the MC, or deleting existing MC folders.  

Select Output Type(s) – The output types supported in IUIE are:

Frozen Files (FILE): Plain Text, MS Excel, MS Word, Word-RTF, MS PowerPoint, Adobe Acrobat, and image formats


Indexed Reports (RV): HTML, Word-RTF


Datagroups (GT) & Datagroup Templates (GTT): HTML, MS Excel


Pre-Defined Queries (PDQ): any output type supported by SQR, PL or Shell

Note: the default output types for GTs, GTTs, and RVs are saved when you save the key information.  We may support additional output types in IUIE in future releases.  There are no additional output types that are supported in IUIE at this time.

Assign Keywords – the keywords will be used in a future release of IUIE for the Search function.  We strongly recommend that you enter keywords for all the report objects you publish

Help Text – the help text is displayed to the user in the MC.  We strongly recommend that you enter detailed and meaningful help text.  Feel free to use html tags like you would in an HTML page to format your help text.

Assign Access to Groups – the IP selects the IUIE groups that need to have access to the new RO.  The groups must be defined first.  The groups selected will have to be approved by the data manager for the access to become effective (see the Data Manager Approval section below).  Please see section 3.4. Manage Groups below for information about group and user management that’s available to you.   We recommend that you assign access to your RO to the appropriate Data Managers group(s) and to a group of testers (the Tester group may need to be defined first).
This option is available only for Datagroups, Frozen Files, Indexed Reports and Links.  Datagroup Templates,  and PDQs derive the access information from the underlying Datagroup.

Display Access Information – this option is available only for Datagroup Templates and PDQs, as they derive the access rules from the underlying Datagroup.
Data Manager Approval -- the access to a report object does not get reflected in the MC in IUIE until the data manager approves the access and the DSS team switches the Data Manager approval flag in the application.  At least one subject area and at least one access group have to be defined before the request for approval can be mailed to the appropriate Data Manager(s).
Version History – if multiple versions of this RO exist in the system, you can view metadata about them.

Move to TEST or PROD – this function is available only for Datagroup Templates and Links.  In the case of all the other types of ROs, batch processes control the move from ‘development’ to ‘test’ and from ‘test’ to ‘production’.  For details on the move process please see section 9. What Causes an RO to show up in the Test Folder vs. a ‘Production’ Folder? 

Change Security Type – the IP can change the security type of an RO from object level to row-level and vice-versa.  Changing the security type will cause the access information established in Assign Access to Groups (see above) to be lost. 

This option is available only for Datagroups, Frozen Files, Indexed Reports and Links.  Datagroup Templates, and PDQs derive the access information from the underlying Datagroup.

3.2. Manage Groups

The options available in the Manage Groups section are designed to help the IP create groups, add/delete users to/from groups and lookup group and user information.  There three basic types of group management options:
a) Access Group Management

a. Create Group

b. Add users to groups

c. Delete users from groups

d. Lookup access group and user info

e. Lookup access group and RO info

b) Publisher Group Management

a. Lookup Publisher group and user info

b. Lookup Publisher group and RO info

c) Security Group Management

a. Update User Group info for Security Groups
Details about each of the functions are outlined below:

a) Access Group Management
Create Group – the IP needs to fill out the following fields to create a group:

· Group ID – the group ID needs to follow the naming standards and it needs to have a corresponding Oracle role defined in the DSS instances
· Group Name – the name is displayed to the IP in the Assign Access to Groups function (section 3.1. above) in the Test ROs (section 3) or Prod ROs (section 7) section in IUIE.

· Description – the description is displayed to the IP in the Lookup Group and User Information function (see below).  It’s also sent along in an email to the data manager for the approval of creation of the new group
When the IP clicks on the ‘Send Request’ button an email is sent to the appropriate data manager for approval. The IUIE Help Desk also gets a copy. The RO access assigned to the newly created group is not going to become effective until the Data Manager (DM) approves the creation of the new group and a DSS team member switches the DM approval flag in the application.  

Add Users to Groups -- 
There are two ways to add users to an existing group: 

· Multiple Users – the IP can choose to have the users linked to a particular campus or All Campuses listed by user ID or by Last Name.  Then they can choose from the list the users they want to add to the selected group.

· One User – the IP will manually enter the User ID of the person they want to add to the selected group.

In either case, pressing the ‘Send Request’ button at the bottom of the page will generate an email that goes to the appropriate Data Managers with details about the user(s) that the IP wants to add to an existing group.  The IUIE Help Desk also gets a copy. The RO access assigned to the existing group is not going to become effective for the newly added member(s) until the Data Manager (DM) approves the addition of the user(s) by switching the DM approval flag in the application.  

Delete Users from Groups

The IP chooses the group from which they want to delete users.  The ‘Next’ button will take the IP to a listing of all the users that are part of the selected group.  The IP can check the users they want to remove from the group and then press the ‘Send Request’ button.  An email with the details about the requested deletion goes to the appropriate Data Managers for approval, and a copy sent to the IUIE Help Desk. The removal of the RO access assigned to the member(s) to be removed from the existing group is not going to become effective until the Data Manager (DM) approves the deletion of the user(s).  

Lookup Group and User Information

This is a lookup function.  The IP can choose a group from the list of available groups and get information about the members of that particular group.

Lookup Group and RO Information

This is a lookup function.  The IP can choose a group from the list of available groups and get information about the ROs assigned to that particular group.

b) Publisher Group Maintenance

Lookup Publisher Group and User Information

This is a lookup function.  The IP can choose a Publisher group from the list of available Publisher groups and get information about the members of that particular Publisher group.

Lookup Publisher Group and RO Information

This is a lookup function.  The IP can choose a Publisher group from the list of available Publisher groups and get information about the ROs assigned to that particular Publisher group.

c) Security Group Maintenance

Update User Group Info for Security Groups
This function is for the maintenance of Security Groups which are used for access to ROs secured at the Row-level.  

Before any edits can be made to security groups, the security group has to be defined by the DSS partner.  If you can’t find the Security Group you’re looking for and believe that a new one needs to be created, please contact your DSS partner.

After choosing an existing Security Group, the IP can either add a new User Group to the definition of the security group, or Modify security settings.  The particulars or either operation depends on the Security Group.  If you need to edit security group information but are unsure about how to do it, please contact your DSS partner.
3.3. Manage Folders
To add new folders/subfolders to the IUIE Master Catalog, choose the submenu option Manage Folders.   We strongly recommend that you work with a core team of functional people and the DSS team when adding/deleting/renaming Master Catalog Folders.

Please note that any changes to the Master Catalog structure will not be available in the Master Catalog until the next day.  The DSS team acknowledges the fact that this is a shortcoming of the ‘Manage Folders’ functions, and there are plans to improve those functions in a future release.  

The DSS Team is aware as well of the current difficulty in switching between views in the New Subfolder and the Delete Folder functions.  There are plans to enhance the two functions in a future release of IUIE.

New Folder

The ‘Folder Name’ is the name that will be visible to the users in the Master Catalog.  The Folder Description is required for statistical and analysis purposes.  

The New Folder will be created as a main folder in the Master Catalog in the A-Z sort option.  The Main Level Folders in the Sort by Campus and Sort by IP views are controlled solely by the IUIE application.  

Please note that any new folders that you create will not be available in the Master Catalog until the next day.

New Subfolder

This function is used for adding subfolders to an existing folder in any of the Master Catalog views.  To add a subfolder to an existing folder in a MC view other than the current one, please go to Preferences and change the preferred Master Catalog View to the desired view. 

Please note that any subfolders that you create will not be available in the Master Catalog until the next day.

Delete Folder

The IP can delete any of the Master Catalog Folders provided they created them in the first place and the folders are empty.

Please note that any folders that you delete will not be removed from the Master Catalog until the next day.

4. Detailed Information

4.1. Formatted/Frozen Files

No additional metadata is required for the publishing of frozen files.

4.2. Formatted/Indexed Reports

An additional entry is available for the publishing of indexed reports:  

Detailed Information.  The detailed information section consists of four pages of required metadata:

Report Information – 

Key fields (technical names of the fields that uniquely identify a page in the report), 

font type, 

font size, 

horizontal and vertical margin sizes, 

orientation and page size are required fields.  

This information applies to the report itself in its entirety.  With the exception of the key fields, all of the other pieces of information are relevant when the report output is returned to a word processor: fonts, margins, and orientation are only utilized when a rich text format file is created and sent to the word processor.

Field Information – technical name, label name, field type (basic, advanced), field source (file name, indexed), field size are the required metadata fields on this page.

· Field Type:  there are two types of fields: 

· Basic – if the field is identified as a Basic field, it will be displayed among the parameters on the main page in the parameter entry form in the Master Catalog.

· Advanced – if the field is identified as an Advanced field, the users will have to click on the ‘Advanced’ button in the parameter entry form in the Master Catalog to get to where they can enter values for this field.

· Field Source: there are three types of field sources:

· Indexed – the values that this field will accept come from the Report itself

· File Name – the values that this field will accept as parameters come from the Indexed Report file name. (e.g. the RV may be indexed by the run date provided the run date is part of the file name itself)

· Custom – the values for this field are derived from other fields on the report, using logic defined in the Customized Indexed Fields publishing page.

Parameter Information – this is where the IP can define the parameters for the indexed reports.  The parameters are fields in the report as defined in the Field Information page, which get printed in the same location on every page of the Indexed Report.  The parameters the IP defines are the fields the Information Consumer will be able to search on.  

· Field Technical Name: the field has to be defined on the previous page in order to be available in the listbox

· Parameter Mask: if the Parameter comes from the file name, the IP needs to indicate what part of the file name contains the indexing information.  That is being accomplished with the Mask field.  The Mask has to be defined using perl regular expression syntax, but all backslashes are doubled.

Example – file name: IE_SIS_ADM_EXAMPLE.1.2001-03-27.XLS


      Indexing field name: IE_RO_RUN_DATE 



Field Type: Basic



Field Source: File Name



The Mask in the Parameter Info Page: (.+)


The parameter mask is only applied to the date portion of the filename, 2001-03-27, in the example.  In order to index based on the calendar year, an appropriate mask would be: (\\d{4})-\\d{2}-\\d{2}.  The section of the mask that is enclosed in parentheses is the piece that is indexed.  This mask is looking for a 4 digit number, followed immediately by a dash, followed by a 2 digit number, another dash, and yet another 2 digit number.  To index for the calendar month instead of the year, a similar mask can be used: \\d{4}-(\\d{2})-\\d{2}.  

Additional information about available regular expression syntax can be found here:

http://www.perldoc.com/perl5.6.1/pod/perlre.html#Regular-Expressions
If you need help defining a mask, please contact the DSS partner.

· Default Value: The value you indicate in this field will be displayed by default in the Parameter Entry Form in the Master Catalog.  A good example is a parameter like ‘Prospect Current Year’; the default value field may contain the current year (2001).

· Row Number: If the parameter comes from the report itself, the value in this field indicates the row number where the field appears on each page of the report.

· Column Number: If the parameter comes from the report itself, the value in this field indicates the column number where the field appears on each page of the report.

· Accepts Wildcards? If the parameter accepts wildcards, the user can enter partial values followed by the accepted wildcards and the program will find all the pages of the report that match the criteria.
· Uppercase? If this box is checked, the program will convert to uppercase any values the user will enter the parameter field
· Display Type: it indicates the widget that will be used to display the parameter in the Parameter Entry Form in the MC
· Valid Values Synonym: If the parameter accepts only certain values, and if the values come from a table in the corresponding DSS instance, then the IP can choose the desired Valid Value Table from the list of tables defined in IUIE.  To view information about an existing Valid Value table entry, choose the Valid Value entry in the list and then click on the ‘View Valid Values Info’ button.  If the Valid Value table you need is not listed, then click on the ‘Add Valid Values Info’ button. 

Valid Values Information – if a parameter accepts a set of valid values, and the valid value table is not defined in IUIE, use this page to enter metadata about the desired valid values table in the DSS* instance.  The Synonym Name is used to uniquely identify a code-description pair of columns from a Valid Values table.  The actual name for the Synonym is up to the Information Provider (Suggestion: use the Code Column Technical Name).

4.3. Datagroups

An additional entry is available for the publishing of data groups:  Detailed Information.  The detailed information section consists of four pages of required metadata:

Data Group Information – the data group label and the data group schema are required fields.  At this point you can get the column information from the system table from either DSS1TST or DSS1PRD.  This function comes in handy for the next page: the Column Information page.

Column Information – technical name, display/label name, data type, accepts nulls, size and description are the required metadata fields on this page.  If the IP uses the buttons on the previous page to get column information from the system tables, then the only fields that need to be filled out are:

· Display Name: the column name that the users will see in the Parameter Entry Form in the MC

· Description: displayed when the users click on the hot link for the column in the Parameter Entry Form in the MC.  The DSS team strongly encourages the IPs to enter detailed and meaningful information in the Description field for datagroup columns.

Parameter Information – this is where you can define the parameters for your data group.  Think of parameters as the fields in your ‘where’ clause when the user runs a query on this data group.  The fields on the Parameter Information page are very similar with the ones on the Parameter Information page for Formatted/Indexed Reports (see section 4.2. above).  Some additional fields are:

· Display Size: this will determine the size of the box that’s painted on the Parameter Entry Form in the MC for this parameter.  Tip:  Don't make parameter text boxes too big.  The valid values button and wildcards allowed link will disappear off the right of the panel if they are.  Suggested max:  30.

· Maximum Number of Values: this will determine the maximum number of values that will be accepted for this parameter.

· Valid Values Synonym: If the parameter accepts only certain values, and if the values come from a table in the corresponding DSS instance, then the IP can choose the desired Valid Value Table from the list of tables defined in IUIE.  To view information about an existing Valid Value table entry, choose the Valid Value entry in the list and then click on the ‘View Valid Values Info’ button.  If the Valid Value table you need is not listed, then click on the ‘Add Valid Values Info’ button. 

Valid Values Information – if a parameter accepts a set of valid values, and the valid value table is not defined in IUIE, use this page to enter metadata about the desired valid values table in the DSS* instance.  The Synonym Name is used to uniquely identify a code-description pair of columns from a Valid Values table.  The actual name for the Synonym is up to the Information Provider (Suggestion: use the Code Column Technical Name).

4.4. Datagroup Templates

An additional entry is available for the publishing of Datagroup Templates:  Detailed Information.  The detailed information section consists of only one page of required metadata.

The IP needs to establish the selection criteria for the rows that will be returned by the template (think of this as a ‘where’ clause) – top part of the page, and the columns that will be returned by the template – bottom part of the page.

Rows that will be returned by the template

The information listed by default for a brand new Template is based on the information published for the underlying datagroup on the Parameter Information page (see section 4.3. for details). 

The IP can restrict the values a parameter accepts or the number of parameters displayed to the user in the Parameter Entry form in the MC.

· Sel. (Select) – if the Select checkbox is checked, the parameter will be displayed on the Parameter Entry Form in the MC and the user can query the datagroup on this parameter
· Hide – if the Hide checkbox is checked, the IP must enter a default value for this parameter.  The value will be included in the ‘where’ clause for the query, but the parameter will be hidden (i.e. the user will not have the option to change the value of this parameter)
· Mandatory – if this checkbox is checked, the Select checkbox must be checked as well.  The user will be required to enter at least one value in this field on the Parameter Entry Form in the MC.
Columns that will be returned by the template
The information listed by default for a brand new Template is based on the information published for the underlying datagroup on the Column Information page (see section 4.3. for details).  

When a user runs a Template, the result set will contain only those columns that the IP chooses on this page.

Note: The users have the option to get all the parameter and column information for the underlying datagroup by clicking on the ‘Customize’ button on the Parameter Entry Form for the Datagroup Template in the MC.

4.5. Pre-Defined Queries

An additional entry is available for the publishing of Datagroup Templates:  Detailed Information.  The detailed information section consists of two pages of required metadata.

PDQ Parameter Information – this page can be split into two sections.  

The top section contains information related to the PDQ in its entirety:

· PDQ Language: There are three types of PDQ development tools supported in IUIE currently: SQR (preferred), Perl, and Shell. 

· Tech Name of Indexed RO: This field contains the name of the indexed report published in IUIE, whose metadata can be used for indexing the output the PDQ produces.  (Note: This feature will be available in a future release)

The bottom section of the parameter information page for PDQs is where the parameters that will be passed to the SQR, Perl or Shell script can be defined.  Please find listed below the fields that are particular to PDQs.  The other types of fields have been covered in section 4.2 and 4.3 above.

· Parameter Technical Name: The IP defines the Technical Name for the PDQ parameter.  It can be the same as the variable or parameter name in the SQR, Perl, or Shell code.
· Display Size: this will determine the size of the box that’s painted on the Parameter Entry Form in the MC for this parameter.  Tip:  Don't make parameter text boxes too big.  The valid values button and wildcards allowed link will disappear off the right of the panel if they are.  Suggested max:  30. 

· Widget Type: it determines the browser widget used by IUIE to display the parameter to the user.  The supported widgets are: text field, text area, check box, list box, drop down, radio button, date, date & time and “hidden”.  Note: If you choose the hidden type, the parameter will not be displayed to the user.  For the parameter to be used by the PDQ, the IP will need to specify a default value. 
To define multiple values for certain widget types (drop down, list box, radio button) use the Define Widget Values button

· Description (if not a column): if the parameter data does not come from a column in a datagroup, the IP needs to provide the description for the parameter.  

· Datagroup name (if a column): if the parameter data comes from a column in a datagroup, and if the datagroup is published in IUIE, entering the name of the datagroup in this field will ensure that the IUIE will display the metadata published for the datagroup column.

· Valid Values Synonym: If the parameter accepts only certain values, and if the values come from a table in the corresponding DSS instance, then the IP can choose the desired Valid Value Table from the list of tables defined in IUIE.  To view information about an existing Valid Value table entry, choose the Valid Value entry in the list and then click on the ‘View Valid Values Info’ button.  If the Valid Value table you need is not listed, then click on the ‘Add Valid Values Info’ button. 

Valid Values Information – if a parameter accepts a set of valid values, and the valid value table is not defined in IUIE, use this page to enter metadata about the desired valid values table in the DSS* instance.  The Synonym Name is used to uniquely identify a code-description pair of columns from a Valid Values table.  The actual name for the Synonym is up to the Information Provider (Suggestion: use the Code Column Technical Name).

5. Publishing of a New RO as a Copy of an Existing RO

If you need to publish a new Report Object that is of the same type with a published Report Object and is very similar to the existing RO, then we recommend that you use the Copy Report Object Metadata functions in IUIE.  If you click on the link Copy Report Object Metadata listed in the Test ROs section, you’ll get the option to create a new RO as a copy of an existing RO.  You’ll be asked to type in the technical name of the published RO, the technical name of the new RO and the label of the new RO.  After you click on the Copy button, the new RO is created and it will appear in the list of new objects in the Test ROs section.

6. Version History

If a Report Object has more than one versions published in IUIE, the IP can view details about previous versions.  The Version History option is available both for ROs with a status of Test in IUIE and production ROs.

7. Update Metadata for a Production RO

If you need to make changes to the metadata after the report object has been moved to production, click on the submenu option Prod ROs.  Given the fact that the metadata that’s being updated in this section is for production Report Objects, only certain functions and only certain fields can be updated.  Typically the IPs cannot add additional parameters in the Detailed Information section, nor can they delete parameters.  

If you find that you need to make changes to the metadata that you’re not allowed to make in this section, you will need to create a new version of the Report Object.  

Create New Version – This option lets the IP create a new version of the RO based on the highest version of the RO available in the IUIE system.  Please note that you cannot create a new version of any RO if there are any metadata pieces missing for the original RO.  The new version of the RO will be listed in the ‘Test ROs’ section.  The assumed status for the new version of the RO is ‘Development’.  

The new version of the RO will be displayed in the ‘Test Folder’ in the Master Catalog.  In order to be able to execute the new version of the RO, the physical object needs to exist in the right location, and the metadata synchronization table needs to be updated with the new version.  For more information on what causes an RO to be displayed in the Test Folder vs. a Production Folder and the changes that need to happen at the UNIX level, please see section 9 below.
8. Deleting a RO 

As an Information Provider you have the right to delete any report object that you’re the owner of, or that has been published by the Publisher Group you belong to.  You can choose to delete a specific RO version or all the versions in the system for a particular RO.
9. What Causes a RO to be displayed in the Test Folder vs. a ‘Production’ Folder? 
(How the metadata synchronization table gets populated and how it’s used by IUIE 

There is a direct relationship between the place in the Master Catalog where an RO gets displayed to the users, the place in the Publishing section where the RO is listed for the Information Provider, and the information in the metadata synchronization table in IUIE.

The metadata synchronization table has the following fields:

RO technical name: the technical name of the RO 

RO status: the status of the RO: either TEST or PROD

RO version: the version of the RO

Update date: the date when the current record has been updated

9.1. How does IUIE determine the status of a Report Object (test vs. prod)

In IUIE:

Structure of table IE_RO_MTDT_SYNC_T

RO_TECH_NM 

VARCHAR2 

40         

RO_PROD_STAT_CD 
VARCHAR2 

5         

RO_VER_NBR 

NUMBER 

5 
       

RO_MTDT_UPDT_TS 
DATE 


7   

Each RO has up to two entries in the IE_RO_MTDT_SYNC_T.  Let’s take a look at a hypothetical example:

RO_TECH_NM
RO_PROD_STAT_CD
RO_VER_NBR 
RO_MTDT_UPDT_TS

ABC_GT


TEST



1


1/1/2002

ABC_GT


PROD



1


1/8/2002

Status of RO is Test if:

a) PROD entry doesn’t exist

b) TEST version number > PROD version number

Status of RO is Prod is:

a) both TEST and PROD entries exist

b) TEST version number = PROD version number

In DSS1PRD & DSS1TST: DSS_RO_MTDT_SYNC_T with the same structure as IE_RO_MTDT_SYNC_T but only one entry per report object and a status of ‘PROD’ in DSS1PRD or ‘TEST’ in DSS1TST

A batch process runs in the DSS environment twice a day at 6:15 am and 10:00am and synchronizes the entries in DSS_RO_MTDT_SYNC_T in DSS1PRD and DSS1TST with the entries in IE_RO_MTDT_SYNC_T in IUIE (GEN1PRD)

9.2. How does the version number get into the metadata synchronization table

Let’s take a look at how the version number gets inserted or updated in the DSS_RO_MTDT_SYNC_T in the DSS environment for each of the various types of Report Objects.  

9.2.1. Frozen Files

The version number is passed as part of the file name.  The file name needs to follow the following naming standard:


RO_TECH_NM.ver_no.YYYY_MM_DD.EXT

Where:

RO_TECH_NM is the Report Object Technical name

Ver_no is the version number of the RO in IUIE (integer)

YYYY_MM_DD is the run date

EXT is the file extension

Note: IUIE uses the MIME type of the Output type defined in IUIE at publishing time to open up the file in IUIE.  It ignores the extension that’s part of the file name.  The extension is for informational purposes only.

The files need to be placed in the following directory:

In Test (on es15):

/opt/appdata/IE/unireg/_appl/FILE/test/incoming/

In Production (on es53):

/opt/appdata/IE/uni1prd/_appl/FILE/prod/incoming/

A batch job (ie_mv_inc_tst_to_prd.sh) in the DSS environment runs twice a day at 5:35am and 9:45 am and moves the files in /opt/appdata/IE/unireg/_appl/FILE/test/incoming/ on es15 to /opt/appdata/IE/uniprd/_appl/FILE/test/incoming/ on es53.

A batch job (ie_mv_tst_inc_to_out.sh//ie_mv_prd_inc_to_out.sh) in the DSS environment runs twice a day at 5:45 am and 10:00 am, takes the files in the incoming directory, scans the file names, and updates DSS_RO_MTDT_SYNC_T in DSS1TST with a status of TEST (if the file is in test/incoming) or DSS1PRD with a status of PROD (if the file is in prod/incoming).

9.2.2. Indexed Files

The version number is passed as part of the file name.  The file name needs to follow the following naming standard:


RO_TECH_NM.ver_no.YYYY-MM-DD.DAT

Where:

RO_TECH_NM is the Report Object Technical name

Ver_no is the version number of the RO in IUIE (integer)

YYYY-MM-DD is the run date

In addition to the DAT file, a DONE file needs to exist.  The RV will not be processed without the DONE file:


RO_TECH_NM.ver_no.YYYY-MM-DD.DONE

The DAT & DONE files need to be placed in the following directory:

In Test (on es15):

/opt/appdata/IE/unireg/_appl/RV/test/incoming/

In Production (on es53):

/opt/appdata/IE/uni1prd/_appl/RV/prod/incoming/

A batch job (ie_mv_inc_tst_to_prd.sh) in the DSS environment runs twice a day at 5:35am and 9:05 am and moves the files in /opt/appdata/IE/unireg/_appl/RV/test/incoming/ on es15 to /opt/appdata/IE/uniprd/_appl/RV/test/incoming/ on es53.

Two batch jobs ie_rv_rpt_prod_index.sh (for Prod RVs) and ie_rv_rpt_test_index.sh (for Test RVs) (they both call ie_rv_rpt_index.pl) run in the DSS environment as follows:

############################################################################

#Jobs involved with creating indexed reports and moving to correct

#directory

############################################################################

30 05 * * 1-6 $HOME/batch/ie_rv_create_rv_table.sh

00 06 * * 1-6 $HOME/batch/ie_rv_rpt_prod_index.sh

00 07 * * 1-6 $HOME/batch/ie_rv_rpt_prod_index.sh

00 08 * * 1-6 $HOME/batch/ie_rv_rpt_prod_index.sh

00 09 * * 1-6 $HOME/batch/ie_rv_rpt_prod_index.sh

00 10 * * 1-6 $HOME/batch/ie_rv_rpt_prod_index.sh

30 07 * * 1-6 $HOME/batch/ie_rv_rpt_test_index.sh

30 08 * * 1-6 $HOME/batch/ie_rv_rpt_test_index.sh

30 09 * * 1-6 $HOME/batch/ie_rv_rpt_test_index.sh

30 10 * * 1-6 $HOME/batch/ie_rv_rpt_test_index.sh

These jobs take the files in the incoming directory, parse them according to the information stored in the IUIE OLTP tables used by RVs, and then they store them in an indexed directory.

In addition to that, the indexer scans the file names, and updates DSS_RO_MTDT_SYNC_T in DSS1TST with a status of TEST (if the file is in test/incoming) or DSS1PRD with a status of PROD (if the file is in prod/incoming).

9.2.3. DataGroups

The following two calls need to be added to any datagroup build script right after the sql for building the datagroup:

exec dss_mtdt_sync_pr('ABC_GT',ver_no);

exec dss_stamp_table_pr(:current_schema,'ABC_GT');

where ‘ABC_GT’ is the name of the datagroup that the .sql script is building, and ver_no is the version number of the datagroup (integer).  

Take a look at adm_prspcmcncrr_gt.sql in /home/local/dsststb/batch/programs/adm_dg on es15 if you’d like to see an example.

The dss_mtdt_sync_pr procedure adds an entry to the DSS_RO_MTDT_SYNC_T in DSS1TST when the GT build script runs on es15 (status = TEST), or the same table in DSS1PRD when the script runs on es53 (status = PROD).  It uses the tech name without the .sql extension as the RO_TECH_NM.

The dss_stamp_table_pr updates the timestamp for the datagroup build which appears in the upper right corner on the parameter entry form in IUIE.

9.2.4. DataGroup Templates

There is no physical process associated with a template hence the DSS_RO_MTDT_SYNC_T table contains no records for a template in either DSS1PRD or DSS1TST.

To create a TEST entry: choose the ‘Move to Test’ link in the publishing section in IUIE.  When the Publisher selects to move a template to Test, a TEST entry is added to the IE_RO_MTDT_SYNC_T in IUIE.

To create a PROD entry: the link changes to ‘Move to Prod’.  When the Publisher selects to move a template to Prod, a PROD entry is added to the IE_RO_MTDT_SYNC_T in IUIE.

9.2.5. PDQs

The following line must appear at the end of the comment section in the .sqr file:

!IUIEVersion:ver_no

where ver_no is the version number for the PDQ.

Take a look at ie_sis_adm_evnt_eff.sqr in /home/local/ietstb/iegroups/SIS/sqr  on es15 if you’d like to see an example.

When the sqr code is moved to Test, the move program scans the sqr code for the comment line with the version number and it updates DSS_RO_MTDT_SYNC_T in DSS1TST with a TEST entry and the version number passed in the code for the PDQ.  It uses the tech name without the .sqr extension as the RO_TECH_NM

When the sqr code is moved to Prod, the move program scans the sqr code for the comment line with the version number and it updates DSS_RO_MTDT_SYNC_T in DSS1PRD with a PROD entry and the version number passed in the code for the PDQ.  It uses the tech name without the .sqr extension as the RO_TECH_NM.
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